**CERT Gruplandırılması**

(Computer Emergency Response Team) tarafından yapılmış olan saldırı türleri ve açıklamaları

|  |  |
| --- | --- |
| Probe, Scan, Scam | Bir sistemdeki açık ve kullanılan portların taranması ve bu portlardan hizmetlere yönelik saldırıları türüdür. |
| Prank | Kullanıcı hesaplarının yanlış oluşturulması sonucu oluşan açıklardan yapılan saldırı türleridir. |
| Email spoofing | Başka bir kullanıcı adına e-posta gönderilmesi |
| Email bombardment | Bir e-posta adresine genelde farklı adresten çok sayıda e -posta gönderilmesi |
| Sendmail attack | Smtp portuna yönelik saldırılardır. |
| Intruder gained root access | Saldırganın normal kullanıcı olarak girdiği sistemde süper kullanıcı yetkisini kazanması |
| Intruder installed Trojan horse program | Saldırganın girdiği sisteme genelde daha sonra tekrar rahat girebilmesi uzaktan yönetim için ajan program yerleştirilmesi. |
|  |  |